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LEGAL NOTICE 

 

All notices from Cape May Spirits Company to You may be posted on our Web site and will be 

deemed delivered within thirty (30) days after posting. Notices from You to Cape May Spirits 

Company shall be made either by regular mail, sent to the address we provide on our Web site, 

or first class mail to our address at: 

 

349 Ranger Road, Unit 5 

Rio Grande, NJ 08242 

 

TRADEMARKS 

All brand, product, service, and process names appearing on this Web site are trademarks of 

their respective holders. Reference to or use of a product, service, or process does not imply 

recommendation, approval, affiliation, or sponsorship of that product, service, or process by 

Cape May Spirits Company. Nothing contained herein shall be construed as conferring by 

implication, estoppel, or otherwise any license or right under any patent, copyright, trademark, 

or other intellectual property rights of Cape May Spirits Company or any third party, except as 

expressly granted herein. 

 

TERMS OF USE 

This site may contain other proprietary notices and copyright information, the terms of which 

must be observed and followed. Information on this site may contain technical inaccuracies or 

typographical errors. Information, including product pricing and availability, may be changed or 

updated without notice. Cape May Spirits Company and its subsidiaries reserve the right to 

refuse service, terminate accounts, and/or cancel orders in its discretion, including, without 

limitation, if Cape May Spirits Company believes that customer conduct violates applicable law 

or is harmful to the interests of Cape May Spirits Company and its subsidiaries. 

 

PRIVACY/SECURITY POLICY 

We respect and are committed to protecting your privacy. We may collect personally identifiable 

information when you visit our site. We also automatically receive and record information on our 

server logs from your browser including your IP address, cookie information and the page(s) 

you visited. We will not sell your personally identifiable information to anyone. Cape May Spirits 

Company’s use of personal information that you may submit to Cape May Spirits Company 

through this Web site is governed by the Cape May Spirits Company Privacy Policy. 

 

This website uses the Lotame DMP Platform to collect demographic and interest-based data via 

the use of cookies, pixel tags, and other technologies for advertising efforts. Lotame analyzes 



  

 

   

 

the information it collects and receives, and organizes it into user groups and audiences, based 

on factors such as age, gender, geography, interests, and online actions. To learn more about 

the data Lotame collects or exercise your right to know, delete, and opt-out of sale, call (609) 

849-9933, or refer to the Lotame Privacy Manager Tool. 

 

Your payment and personal information is always safe. Our Secure Sockets Layer (SSL) 

software is the industry standard and among the best software available today for secure 

commerce transactions. It encrypts all of your personal information, including credit card 

number, name, and address, so that it cannot be read over the internet. 

 

 

RESPONSIBILITIES OF SERVICE USERS 

Users are responsible for ensuring they are running up-to-date anti-virus software on their 

wireless devices. Users must be aware that, as they connect their devices to the Internet 

through the Service, they expose their devices to worms, viruses, Trojan horses, denial-of-

service attacks, intrusions, packet-sniffing, and other abuses by third-parties. Users must 

respect all copyrights. Downloading or sharing copyrighted materials is strictly prohibited. The 

running of programs, services, systems, processes, or servers by a single user or group of 

users that may substantially degrade network performance or accessibility will not be allowed. 

Electronic chain letters and mail bombs are prohibited. Connecting to “Peer to Peer” file sharing 

networks or downloading large files, such as CD ISO images, is also prohibited. Accessing 

another person’s computer, computer account, files, or data without permission is prohibited. 

Attempting to circumvent or subvert system or network security measures is prohibited. Creating 

or running programs that are designed to identify security loopholes, to decrypt intentionally 

secured data, or to gain unauthorized access to any system is prohibited. Using any means to 

decode or otherwise obtain restricted passwords or access control information is prohibited. 

Forging the identity of a user or machine in an electronic communication is prohibited. 

Saturating network or computer resources to the exclusion of another’s use, for example, by 

overloading the network with traffic such as emails or legitimate (file backup or archive) or 

malicious (denial of service attack) activity, is prohibited. Users understand that wireless Internet 

access is inherently not secure, and users should adopt appropriate security measures when 

using the Service. We highly discourage users from conducting confidential transactions (such 

as online banking, credit card transactions, etc.) over any wireless network, including this 

Service. Users are responsible for the security of their own devices. 

 

 

LIMITATIONS OF WIRELESS NETWORK ACCESS 

We are not liable for any damage, undesired resource usage, or detrimental effects that may 

occur to a user’s device and/or software while the user’s device is attached to the Service. The 

user is responsible for any actions taken from his or her device, whether intentional or 

unintentional, that damage or otherwise affect other devices or users of the Service. The user 

hereby releases the Company from liability for any loss, damage, security infringement, or injury 

which the user may sustain as a result of being allowed access to the Service. The user agrees 

to be solely responsible for any such loss, infringement, damage, or injury. 



  

 

   

 

 

TERMS OF SERVICE 

By clicking the “Go Online” button on the access landing page, the user agrees to comply with 

and to be legally bound by the terms of this Policy. If this Policy or any terms of the Service are 

unacceptable or become unacceptable to the user, the user’s only right shall be to terminate his 

or her use of the Service. 

 

LAWFUL USE 

The Service may only be used for lawful purposes and in a manner which we believe to be 

consistent with the rights of other users. The Service shall not be used in a manner which would 

violate any law or infringe any copyright, trademark, trade secret, right of publicity, privacy right, 

or any other right of any person or entity. The Service shall not be used for the purpose of 

accessing, transmitting, or storing material which is considered obscene, libelous, or 

defamatory. Illegal acts may subject users to prosecution by local, state, federal, or international 

authorities. We may bring legal action to enjoin violations of this Policy and/or to collect 

damages, if any, caused by violations. 

 

THE USER SPECIFICALLY AGREES TO THE FOLLOWING CONDITIONS 

The user will use the Service only as permitted by applicable local, state, federal, and 

International laws. The user will refrain from any actions that we consider to be negligent or 

malicious. The user will not send email containing viruses or other malicious or damaging 

software. The user will run appropriate anti-virus software to remove such damaging software 

from his or her computer. The user will not access websites which contain material that is 

grossly offensive to us, including clear expressions of bigotry, racism, or hatred. The user will 

not access websites which contain material that defames, abuses, or threatens others. 

 

CHANGES TO SERVICE 

We reserve the right to change the Service offered, the features of the Service offered, the 

terms of this Policy, or its system without notice to the user. 

 


